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Mobile Access for HR Links

Below are the instructions to access HR Links via an Android or Apple iPhone mobile device.

Before accessing HR Links, your Android or iPhone must have the CISCO AnyConnect Virtual Private
Network (VPN) and the SecureAuth OTP (One Time Passcode) applications installed and configured.

Install and Configure AnyConnect and SecureAuth OTP Applications

1. Install and configure the CISCO AnyConnect VPN Application on your phone.
2. Use the install instructions for your Android or iPhone located on GSA InSite.

3. Install and configure the SecureAuth OTP application on your phone.
4. Use the install instructions for your Android or iPhone located on GSA InSite.

Access HR Links (via GSA VPN on Mobile Device)

1. Access HR Links on your mobile device via GSA VPN.
a. This guide uses the Apple iPhone as an example. The Android screens may vary slightly.
2. Launch the SecureAuth Authenticate app on your device.
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https://insite.gsa.gov/portal/content/566249
https://insite.gsa.gov/portal/content/631878
https://insite.gsa.gov/portal/content/684038
https://insite.gsa.gov/portal/content/630674
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3. Choose the secureauth.gsa.gov option.

all ATET = 9:18 AM

+ @ Accounts

secureauth.gsa.gov ‘ T

4. A one-time passcode will appear. You will have two minutes to enter this passcode into the VPN login

screen before it expires.

all ATET & 9:18 AM

£ Passcode

Time-Based Passcode for:

secureauth.gsa.gov
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5.

Launch the AnyConnect app.

6. Tap the AnyConnect VPN option from off to on.

ﬁ VIRTUAL PRIVATE NETWORK

AnyConnect VPN

stfuanns
CIsco

Home Setting Diagnostics

Connections GSA VPN

Details Disconnected
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7. When prompted, enter your GSA network (ENT) username/password. Choose Connect.

Cancel Authentication Connect

Please enter your username and password

Usernamea:

Password:
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8. When prompted, enter your OTP passcode in the answer field, and tap Continue.

Cancel Authentication Continue

Answer:

9. A GSA Software Warning banner will appear. Tap Accept.

Banner

VA

P
This is a U.S. General Services
Administration Federal Government
computer system "FOR OFFICIAL USE
ONLY." This system is subject
to monitoring. Therefore,no
expectation of privacy is to be
assumed.

Individuals found performing
unauthorized activities are subject to
disciplinary action including criminal

prosecution.

ETT TP
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10. Your mobile phone is now successfully connected to the GSA VPN.

AnyConnect

@ VIRTUAL PRIVATE NETWORK
AnyConnect VPN (/
Connections GSA VPN
Details Connected
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11. Go to the browser installed on your mobile device, and enter the HR Links URL: https://hrlinks.gsa.gov.
12. Tap on the GSA & GSA CABS button.

Bringing Systems
Together to Better
Serve You.

GSA & GSA CABS

GSA QG Employees - Click here to occess GSA
OIG HR Links

HR Links via Mobile Device | 5


https://hrlinks.gsa.gov/

g

13. You may be prompted to re-enter your GSA ENT username and password before accessing the
homepage of HR Links.
14. You have successfully logged into HR Links.

{y @& https:/hrlinks.gsa.gov/
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